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* * * * Start of 2nd Change * * * *
 4.4.x
Security and privacy protection support for V2X communication

The security for the V3 reference point is provided with mechanisms defined in TS 33.185[xx].

The security and privacy protection for the PC5 based V2X communication is provided by application layer schemes developed in other SDOs. In addition, the V2X layer also provides an additional mechanism to change Layer-2 ID and source IP address to protect privacy, as described in clause 4.5.1.
The security of LTE-Uu based V2X communication reuses existing EPS security. No privacy enhancement for V2X communication over LTE-Uu is specified for this release.    
Details of security and privacy protection mechanisms for V2X communication over PC5 or LTE-Uu reference points are defined in TS 33.185 [xx]. 
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